
DLP - FlowMagiq Connector

A middleware framework for seamless data 

sharing between Symantec’s DLP and 

Vidyatech’s Workflow System, FlowMagiq™

✓ Role-based Access Control

✓ Incident resolution in FlowMagiq™ replicates to DLP

✓ Closing comments in FlowMagiq™ posted in DLP as well
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A secure connector integrates AD, 

Symantec’s DLP, and Vidyatech’s

FlowMagiq™ Workflow System

DLP - FlowMagiq Connector

Server Web Server SQL Server

OS Windows Server 2012 R2 64 Bit Windows Server 2012 R2 64 Bit

S/W Required .NET 4.5, IIS 7 SQL Server 2012 64 Bit

Domain Joined Required Required

Domain User Account Required Required

Domain User Perms Local System Administrator SQL: sysadmin server role, db owner role

Internet Access Required Not Required

Processor Four Cores Eight cores

RAM 16 GB 24 GB

Disk Capacity 80 GB 500 GB (SSD or SAS in RAID 10 configuration)

* The HW and SW requirements are over and above the requirements of Symantec DLP.

Hardware / Software Requirements*

Primary Products 
Vidyatech FlowMagiq™

Symantec DLP

Connector Software 
DashMagiq™ Connector for 

DLP and FlowMagiq™

Solution Features

✓ An incident created in DLP automatically replicates in FlowMagiq

✓ Automatically sends emails and assigns incidents to user’s manager

✓ A dashboard for Manager to view assigned incident files and details

✓ Automatically reminds and progressively escalates if no action is taken

✓ Role-based Access Control to enable faster and accurate remediation

✓ Incidents resolved in FlowMagiq automatically resolve in DLP too

✓ Updates final comments of the resolving manager in the DLP incident too
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